
 

 
 

OUR INFORMATION SECURITY POLICY 

 

Information Security Management System 

 

Havaalanları Yer Hizmetleri A.Ş. (HAVAŞ) regards corporate and personal information that belongs to itself and to its stakeho lders as a 

highly valuable asset. The company effectively and continuously protects information systems and physical operation areas that contain 

corporate information from threats. 

The purpose of information security is to ensure that any information belonging to HAVAŞ and / or its stakeholders is used only by 

authorized persons, it is stored completely and accurately and ready for use when necessary. In addition, due to the nature of HAVAŞ's 

activities, it is aimed to avoid material and moral damages resulting from security vulnerabilities and to mitigate their possible impacts. 

Regardless of their authority and responsibility, all HAVAŞ personnel and third parties conducting business on behalf of HAVAŞ are 

obliged to comply with the information security policy and procedures set out by HAVAŞ. Third parties and their affiliated personnel with 

access to HAVAŞ’s information and information sytems must comply with the general principles of HAVAŞ information security and 

adhere to other relevant security responsibilities and obligations. 

HAVAŞ expects all of its employees and stakeholders to be attentive to the issues mentioned below; 

 Fully comply with the requirements of Information Security Management System established and operated in HAVAŞ, 

 Ensuring the confidentiality, integrity, continuous availability and control of HAVAŞ's information and information systems, 

 Limiting the risks that may arise from loss, corruption or misuse of information assets belonging to HAVAŞ, 

 Compliance with the information security legislation, 

 Any information security vulnerabilities and incidents considered to be related to HAVAŞ should be reported in accordance with 

the Information Security Incident process. 

As a functional owner of the policies and procedures that define the information systems activities of TAV Holding and its subsidiaries, 

TAV Technology undertakes the correct implementation of these within the company. Managers are primarily responsible for taking 

necessary precautions and monitoring the activities in their departments in order to ensure compliance with the corporate information 

security policy and procedures. 

HAVAŞ, as a corporation, undertakes that it will fulfill the applicable requirements regarding the information security and will 

continuously improve its Information Security Management System. 

Operating the HAVAŞ Information Security Management System in accordance with ISO/IEC 27001 standard will contribute to protect 

our reputation and ensure the continuity of our business success. 
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